
Subject: Re: hiding control.inc database connection details
Posted by AJM on Mon, 05 Feb 2007 09:15:41 GMT
View Forum Message <> Reply to Message

If the CONFIG.INC file is stored outside the web root then nobody can access it through the web
server. If they have direct access to your PC (and malicious intent) then database passwords are
the least of your worries.

PHP is interpretted, not compiled, so no binaries are involved. All the files are plain text and can
be viewed and modified with any text editor.
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